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MEMORANDUM FOR:

DIRECTOR OF CENTRAL INTELLIGENCE
Security Committee

SECOM-D-267
16 August 1977

Members, Security Committee

FROM

SUBJECT

Thi
security Tecommen
Review Task Force
The DCI has appro
recommendations h

Chairman

Security Recommendations

s memorandum provides for your information some of the

dations associated with the report of the Security
studying the impact of the Moore and Boyce/Lee cases.

ved these for the CIA. Community tasking on other

ave been initiated by other correspondence.

a. | Supervisory Responsibilities. Through training

courses, emp
of superviso
employee sui
problems.

Also in
ties relativ
security, or

oyee briefings, and other contacts inform employees
ry responsibilities to recognize and deal with
tability problems before they become security

form the employee population of their responsibili-
e to problem situations which have suitability,
psychiatric overtones.

[ ] Industrial COMSEC Inspections. Implement unannounced

COMSEC inspe

ctions of all contractor communications facilities.

c.

Industrial Security Audits. Establish a program

for the cona
surveys of i

uct of periodic, unannounced comprehensive security
ndustrial contractor facilities.

d.

Industrial Counterintelligence Assessment. Conduct

. a comprehens?

the industri
tighten secu

ve assessment of the counterintelligence problem in
al arena and determine what efforts should be made to
rity in face of the threat.

e,

Peer Group Investigative Coverage. Expand current

investigaTTv
emphasis on

coverage in industrial cases to 1nc]ude increased
peer group coverage.
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SUBJECT: Security Recommendations

f High-Risk Industrial Personnel. Identify those persons

_ﬂﬂi‘

in high-r7sK categories, such as those working in areas such as
document control, reproduction, communications, and courier systems,
including personnel who have access to several co
and in-depth knowledge of a particular program.

security assessments should be kept current.

mpartmented programs
Reinvestigations and

Distribution:
Orig. SECOM Subj. File
C? SECOM Chrono
IC Registry

CIA
DIA
FBI
NSA
ERDA
Treasury

State
Air Force
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